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Introduction

This controller is a vandal resistant proximity card and keypad access

control unit suitable for external applications.

The unit accepts up to 500 users and provides entry via the use of
proximity cards andfor PIN codes.

Equipment provided

- Access Control Unit

Additional Equipment Required

1) Electric Lock Strike Mechanism
Fail Safe (Power to Lock) or Fail Secure (Power to Open)

2) Power Supply with Backup Battery
12 to 24V DC (From a Regulated Power Supply)
16V AC (From a Transformer)

3) Request To Exit (REX) Button
Normally Open Type - Switch is closed when pressed.

4) External Sounder (Optional)
Provides Siren, Bell, and Chime functions to the Controller
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Technical Specification

Electrical Characteristics

Operating Voltage Range:
12t0 24V DC From a Regulated Power Supply
16VAC From a Transformer

Maximum Input Current:
Standby: 40mA
Max: 130mA

Relay Outputs:

Not including attached devices
Not including attached devices

Lock Strike Relay Form C, 5A
Auxiliary Relay Form C, 5A
Inputs:

REX N.O., Dry Contact

Auxiliary Input (In / Monitor) N.C., Dry Contact in Monitor Mode
N.O., Dry Canract‘)ﬂ Jﬁput Mode

LED X ryvy A Y Al"/i[;‘;l-/ 14
Two 'sl'ri—cgl‘grgy LTE%SKA VJ

Built-In Proximity Reader

Read Range* 2.5" (65mm)
Modulation ASK at 125kHz
Compatible Cards All 26-Bit EM Cards

Environmental Characteristics
Operating Temperature:

0 to 95% (Non-Condensing)
Suitable for outdoor use. (IP 44)

Operating Humidity:

Mechanical Characteristics

Dimensions:
472" (120mm) L x 3" (76mm)W x 1" (27mm) D

Weight:
0.9 Ibs (410g)
* Measured using BA Proximity Card (AT-11/12) or

equivalent. Range also depends on electrical environment and
proximity to metal.
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Key Features

Here are some of the key features:

® Built in Proximity Card Reader (125 KHz ASK Modulation)
® Builtin Keypad for PIN code entry
® Auxiliary Input & Auxiliary Output

® Eight Auxiliary Modes including:
Door Ajar
Forced Door
Shunt
Door Monitor
Normal /Secure
®Internal Buzzer
® Comes with security screw and security screw tool
® Two Status / Programming Interface LED's
® Three User Levels
Normal User
Secure User
Master User oy
® Three es of Operation T { T
,\ma E K_A’,J‘J};I‘AILLLJI;. 5 JL/J:
Bypass Mode *
Secure Mode
®"Code Search” feature that helps make maintaining user codes
easier.
@ Input for Request to Exit (REX) button.
® Comes with mounting template for easier installation.
® Builtin Case and Back Tamper
® Bell, Chime, Siren, and Strobe features available with Optional Sounder
® Bell, Chime, Siren, Battery Backup, Tamper Output (OpenCollector
20mA) features available with PS-X41 (Output Power 1.2A) and
PS-X42 (Output Power 1.8A).
® Programmable Siren Time
® Programmable Lock Strike Release Time
® Comes with Suppression Diode (1N4004)

Installation

Mounting the Controller

1) Before starting, select the location to mount the

controller. This location should be at shoulder height and on the
same side as the door handle.

2) Drill holes into the back of the metal according to how you want

to mount the controller. (See explanation and diagram below).

US Gang Box
There are two hole indicators on the back of the metal cover

specifically for the US Gang Box. (Shown marked as A)

4 Screw Custom
There are four indicators on the back. (Shown marked as B)

o) Al SO
- \ J.. C@®1
Wi AWARMAEEEON
DO NOT DRILL
This is the Tamper Lens @
5 o 8

3) Drill the exit/entry holes for the wiring. (Shown marked as C)

4) Pass the wires through the exit/entry holes and attach them to

the controllers removable terminal blocks as shown in the
diagram on the next page.
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Connecting the wires to the removable terminal blocks

Push the terminal blocks onto
the controllers connector pins.

Wiring Diagrams

Wiring the Lock Strike Relay and REX

Www.

LL.COM

)

ELECTRIC LOCK
STRIKE

FAIL SAFE = A

or
FAIL SECURE /
(-)|

REX / BL

COMMON
POWER SUPPLY

M 12v.24vpe

REX

)

Capacitor: 0.01uF (Optional, Not Supplled)

[E or

16VAC
FROM TRANSFORMER

Diode: 1N4004 (R

Kit)
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5) Screw the controller back cover to its mounting location.
6) Attach the removable terminal blocks to the Controller.
7) Return the front cover of the controller to the mounted back plate.

8) Secure the front cover by using the supplied security screw in the
controllers accessories Kit. An L-Shaped tool is provided for use

when tightening the security scre
L.COM

W WA AMAL
Wiring&[antrlﬁAg

A few of the typical wiring diagrams are shown on the next three
pages; for other wiring diagram examples refer to the support
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Wiring the Auxiliary Input and Output

A
>,
-
>

ri

i

e

™
<

IN / MONITOR

AUXILIARY INPUT

H

x

2
COMMON

(MONITOR)
POWER SUPPLY
+) )
12V - 24V DC
or )
16VAC
FROM TRANSFORMER
Auxiliary
Relay
N.C.
com
N.O.
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NO
Electric Strike

Door Exit Switch (Option 1)
NC
Electric Strike D\
[} [ q @

Typical Power Supply

/ (optional, to be
purchased separately)

NO NC COM | +12V [ GND | PUSH [CONTROL

RFPSRFCDWTR

/ RFID Controller

12V | GND [ LOCK [REX/BL|{ BELL1 | BELL2 JAUX_INfaUX_ouT|

When connecting
L 2 b

External this external bell,

\4 Do please remove the
Bell with .

builtin cable that links

Door Exit Switch (Option 2) power supply Bell1 to GND port




Wiring the External Sounder

g ‘ H COn

SRR (S
®

IONITOR

COMMON
POWER SUPPLY

12v-24vVDC
or (+)

16VAC
FROM TRANSFORMER
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Modes of Operation

The Controllerhas 3 Modes of Operation:

1) Normal Mode. Mode O O Door
Mode LED is green GREEN

Normal Mode is the default mode. In Normal Mode the door is
locked until a Primary Code is presented to the contraller. Special

Normal mode. (See Page 22 for more |nforma1|on ?Qtpquen &
‘.Auxmary Codes) JI /

SR K AWAMALG =M

Mode LED is orange ORANGE

In Bypass Mode, access to the premises is dependent on
whether the controller's Lock Strike Relay is programmed for Fail
Safe Operation or Fail Secure Operation.

When the Lock Strike Relay is programmed for
Fail Secure Operation, the door is locked until the Door
Bell Button is pressed.

When the Lock Strike Relay is programmed for
Fail Safe Operation, the door is constantly unlocked.

3) Secure Mode. Mode . O Door
Mode LED is red RED

Only Secure and Master Users can access the premises during
the Secured Mode.

A Secure User must enter their Primary and

Secondary Codes to gain entry. After entering their Primary
Code the Door LED will flash green for 10 seconds, during
which the Secondary Code must be entered.

A Master User only needs to present their Proximity
Card or PIN code once to gain entry.
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Normal, Secure, & Master Users

The controller accepts up to 500 users and provides entry via the use
of proximity cards and / or PIN codes. Each user is provided with
two code memory slots, Memory Slot 1 (Primary Code) and
Memory Slot 2 (Secondary Code). The two memory slots can be
programmed as Proximity Cards, PIN codes, or a combination of
both Proximity Cards and PIN codes.

The way in which the two memory slots are programmed
determines a users access level and also determines the way in
which the controller grants access in its three Modes of Operation.

There are three user levels:

N vJAl\/(ft l_JL- . JL\/

A Normal User only has a Primary Code and is only
granted access when the controller is in Normal or
Bypass Mode.

Secure User

A Secure User must have a Primary and Secondary
Code programmed, the two codes must not be the
same. The Secure User can gain access when the
controller is in any of its three Modes of Operation. In
Normal Mode the Secure User must use their
Primary Code to gain entry. In Secure Mode the
Secure User must present both their Primary and
Secondary Codes in order to gain entry.

Master User

A Master User must have both Primary and
Secondary Codes programmed with the same
Proximity Card or PIN code. The Master User can
gain access during any Mode of Operation by
presenting their Proximity Card or PIN code to the
controller. (The Master User is convenient but is less
secure than a Secure User).
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Changing the Modes of Operation

Changing from Normal Mode to Secure Mode:

The default factory setting for the Normal / Secure Code is 3838

1) Enter the 4-digit Normal / Secure  Mode O O Door
Code GREEN

"
Mode -,- O Door
RED

2) Press the "#" key to confirm Mode . O Door
the Mode change. RED
Mode LED is red

Mode LED will flash red

The controller Auxiliary Input can also be used to switch the Mode of
Operation from Normal to Secu re and vice versa. Refer to 'Deflmng

tt;Le Aumhary Input and Output

Changing from Secure Mode to Normal Mode:

The default factory setting for the Normal / Secure Code 3838

1) Enter the 4-digit Normal / Secure  Mode @ (O Door

Code. RED
7
Mode LED will flash green. Mode -(O)- (O Door
GREEN
2) Press the "#" key to confirm Mode © (O Door
the Mode change. GREEN

Mode LED will turn green.

The Auxiliary Input of the controller can also be used to switch the
mode of operation from Secure to Normal Mode and vice versa.
Refer to "Defining the Auxiliary Input and Output" on Page 26.
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Changing from Normal Mode to Bypass Mode:
See Page 24 to create / modify the Normal / Bypass Code

1) Enter the 4 digit Normal / Bypass Mode O O Door
Code. GREEN

Mode O (O Door

ORANGE
2) Press the "#" key to confirm Mode O O Door
the Mode change.

ill tyirn V%EAI‘/} LIJ-FDLW

Chan ng from vaass Mode to Normal Mode:

Mode LED will flash orange

See page 24 to create/modify the Normal / Bypass Code

1) Enter the 4 digit Normal / Bypass ~ Mode () (0 Door

Code. ORANGE
Mode LED will flash green Mode - O O Door
GREEN

2) Press the "#" key to confirm Mode O O Door
the Mode change. GREEN
Mode LED will turn green

Auxiliary Input and Output

The controller auxiliary input and output can be configured in 8
different combinations, for optimum usability in different
applications.

For more information, refer to "Defining the Auxiliary Input and
Output" on Page 26.
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External Sounder

The External Sounder is designed to operate indoors and

installed within the premises to be secured. The Sounder can be
powered by 16V AC or 12 to 24V DC power supply.

The Sounder is capable of emitting four different types of alerts both
audible and visual; Bell, Door Chime, Siren, and Strobe Light.

1) The Bell always Erldﬁi when the co f lz iTJT’ orlfﬁll' PB(TW \/,

2) The Door Chime can be programmed to sound whenever the
controller unlocks the door (the Door Chime does not sound
when the REX button is used to open the door).

3) The Siren can be programmed to sound when the case of the
controller is opened or when the controller is removed from the
wall. The controller can also program the length of the Siren in
the Sounder.

The Controller communicates with the Sounder using a coded
proprietary communications protocol. This provides a

more secure link between the Controller and the Sounder. If the BL-
D40 receives any unrecognized codes on its communication line or

communication between the controller and the Sounder are severed,

the Strobe with flash repeatedly until the communication problem
has been resolved.
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Request to Exit (REX) Button

The REX button must be located inside the premises to be secured
and is used to open the door without the use of a proximity card or
PIN code, it is usually located in a convenient location, e.g. Inside
the door or at a receptionist's desk. The function of the REX button
depends on whether the Lock Strike Relay is programmed for Fail
Safe Operation or Fail Secure Operation. The door chime in the BL-
D40 does not sound when the REX button is used to open the door.

1) Fail Secure Operation; From the moment the REX button is
pressed, the door will be unlocked until the "Lock Strike Release
Time" has passed. After this time, the or.wﬂ-l.-be Ipsdeeyen if

‘tmbutton has not b \?GJIAT _l_Jj_J.

2) Fail Safe Op ra rom the moment the REX button is
pressed, the door WI|| be unlocked until the REX button is
released, plus the "Lock Strike Release Time". In this case the
"Lock Strike Relay” only begins its count down once the REX
button has been released.

Case and Back Tamper

If the case of the controller is opened or the controller is removed
from the wall, a tamper event is triggered and a coded tamper
Signal is sent to External Sounder, PS-X Series Power

Supply, or other compatible device.

If the External Sounder, PS-X Series

Power Supplies receive a Tamper Event Signal, they will activate a
Siren and if available a Strobe Light. The Siren time can be easily
programmed in the controller from 0 to 9 minutes.

Clearing a tamper event is done by entering a valid User or Open
Code that will open the Lock Strike Output in the current Mode of
Operation. For example, while in Secure Mode, using the Open
Code to clear tamper event will not work because the Open Code
does not work in Secure Mode. However, applying a Master Code
or Secure Code will clear the tamper event in Secure Mode.
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Programming

Programming the controller is done solely via the unit's keypad
driven Programming Menu System. To reach the Programming
Menu System the controller must first be placed into Programming
Mode. See "Entering Programming Mode" on Page 21 for more
information.

During the controller's manufacturing process certain codes and
settings are pre-programmed. These settings are the called the
"Default Factory Settings”.

The table below shows the names of all the controller Menus. It also

how. f all the controller's default fact es gnd L
W AWAMALEEBM

Programming Menu

g:ﬁ:g;{; Menu Description N':;’L‘;r
2580 Change Open Code 1 1
0852 Change Auxiliary Code 2
1234 Change Program Code 3
3838 Change Normal / Secure Code 4
N/A Change Normal / Bypass Code 5
0004 Change Door Release Time 6
2004 Define Auxiliary Inputs / Outputs

Enroll Proximity Cards, PIN Code or both. 7
Delete Proximity Cards Or PIN Code 8
Code Assignment with Strike/Auxiliary 9
Return to Default Factory Setting 0

You will find a complete description and instructions for each of the
above menu items on the following pages.
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Entering Programming Mode

1) Press the "#" key for 2 seconds. Mode O . Door
Mode LED will turn off RED
Door LED will turn red

2) Er;tée;your 4-digit Programming II‘ @ IE‘ E

If the Proegramming Code Mode O O Door
is valid the door LED will turn GREEN

green and the controller will be in

‘}HW\ Mode. AI\' I_J . (‘ F I\[
g& Iler must be in Normal Mode to enter the

Programming Mode.

- The factory default Programming Code is 1234

- If a Programming Code is not entered within 5 seconds,
the controller will return to Normal Mode.

Exiting Programming Mode

1) To exit the Programming Mode at any time:
Press the "#" key for 2 seconds. Mode O O Door
You will hear 3 beeps. GREEN

The Door LED will be off
The Mode LED will turn green

This indicates that the controller has returned to Normal Mode.
2) Wrong entries may reset the controller back to Normal Mode.

3) While in Programming Mode if no key is pressed for 1 minute the

controller will exit programming mode and return to Normal Mode.

4) A short press on "#" key may also return the system to Normal
Mode in certain Programming Modes.
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Mode O O Door

GREEN

2) Press "2" to enter Menu 2 Mode O O Door
The Mode LED will turn red ORANGE GREEN

[2][2][2] 2]

4) System returns to Normal Mode Mode O (O Door
You will hear three beeps GREEN
The Door LED will turn off
The Mode LED will turn green

1) Enter Programming Mode

3) Enter the new 4-digit code you
wish to set as Open Code.

Note: - Auxiliary Code does not work in Secure Mode.
- Auxiliary Code only warks when the Auxiliary Mode is 1
or2.

. - Code 0000 will Erase and % e*t:nle./eojx?m
Wk K AWAMAEEETM

Changing the Open Code

Changing the Programming Code

Mode () (O Door

GREEN

2) Press "3" to enter Menu 3 Mode O O Door
The Mode LED will turn green. GREEN GREEN

1) Enter Programming Mode

3) Enter the new 4-digit code you

wish to set as Pro.gliamming Code EI E E E

4) System returns to Normal Mode Mode O O Door
You will hear three beeps GREEN
The Door LED will turn off
The Mode LED will turn green

Note: - Programming Code can not be erased, i.e. the code
0000 is not valid and will not erase the Programming
Code.
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The Open Code is mainly used as a method to quickly test the
Lock Strike Relay during installation.

The Default Factory Setting for the Open Code is 2580.

When the first user is added to the controller, the default Open

Code will automatically be deleted, readvvfo,_a nﬁALC‘),pen Code
\}L 0 be re-entered.

\[LL.COM
é]twmmxﬁc iJ»\/(/;II de O O Door

GREEN

2) Press "1" to enter Menu 1 Mode . O Door
The Mode LED will turn red RED GREEN

HBHE

4) System returns to Normal Mode Mode O O Door
The Door LED will turn off GREEN
The Mode LED will turn green

3) Enter the new 4-digit code you
wish to set as Open Code.

Note: - Open Code does not function in Secure Mode.
- Wrong entries will return the controller to Normal Mode.
- Code 0000 will erase and deactivate the Open Code.

Changing the Auxiliary Code

The Auxiliary Code is mainly used as a method to quickly test the
Auxiliary Relay during installation.

The Default Factory Setting for the Auxiliary Code is 0852.

When the first user is added to the controller, the default Auxiliary
Code will automatically be deleted, ready for a new Auxiliary
Code to be re-entered.
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Changing the Normal / Secure Code
Mode O O Door

GREEN

2) Press "4" to enter Menu 4 Mode . O Door
The Mode LED will flash red RED GREEN

1) Enter Programming Mode

3) Enter the new 4-digit code you

wish to set as Normal / Secure Code IE‘ E E E

4) System returns to Normal Mode Mode © (O Door
You will hear three beeps GREEN
The Door LED will turn off
The Mode LED will turn green

Note: - When the Auxiliary Mode is 1, 2, 3, or 4 th?jL?.tL
x Input takes prloqt mal / ute e
WWR RAWAT s

Changlng the Normal / Bypass Code
and Door Chime Settings

The Normal / Bypass Code is also used to turn the Door Chime off

and on.
Mode O O Door
GREEN

2) Press "5" to enter Menu 5 Mode -O- O Door
The Mode LED will flash orange. ORANGE GREEN

1) Enter Programming Mode

3) Below is a list of the four different ways that the Normal / Bypass
Code and Door Chime can be programmed.

a) Disable Bypass Mode - Disable Door Chime
b) Disable Bypass Mode - Enable Door Chime
c) Enable Bypass Mode - Disable Door Chime
d) Enable Bypass Mode - Enable Door Chime
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a) Disable Bypass Code - Disable Door Chime

[o][o][0][0]

b) Disable Bypass Code - Enable Door Chime

[o][o][0][1]

¢) Enable Bypass Code - Disable Door Chime

Enter the 4-digit code 0000

Enter the 4-digit code 0001

Egter any 4-digit code endin EXT"% [_@

i
d) E’.\]awg\éfas&éev- ﬁable Door Chime
Enter any 4-digit code not ending with 0 IE‘ IE‘ E @

4) System returns to Normal Mode Mode O O Door
You will hear three beeps GREEN
The Door LED will turn off
The Mode LED will turn green

Note: - The Door is only generated when the Lock
Strike Relay is activated due to a valid code entry.

Auxiliary Mode

In addition to the Lock Strike Relay and Lock Strike REX, the
controller features an Auxiliary Qutput Relay and an Auxiliary
Input. The Auxiliary Mode defines the function of the Auxiliary
Input and Output.
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on Page 38.

Defining Auxiliary Inputs/Outputs

Mode O O Door

GREEN

Mode -\Cj- O Door

I
GREEN GREEN

3) Construct the 4-digit code %
using the instructions below: @

1) Enter Programming Mode

2) Press "6" to enter Menu 6
The Mode LED will flash green

Auxiliary Mode
Ta i

Wwwlaﬁv/ A[\/IAJJJ_J.C. OM

The Auxiliary Mode also determines if the Auxiliary Output Relay
is set for Fail Safe or Fail Secure Operation.

Aucxiliary Settings
Each of the Auxiliary Modes has a two digit setting that affects
how the Auxiliary Mode functions.

4) System returns to Normal Mode Mode O O Door
You will hear three beeps GREEN
The Door LED will turn off.
The Mode LED will turn green

The definitions for the Auxiliary Modes can be found in the
table on the next page.
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Setting Fail Safe/Secure Operation
Setting Tamper Siren Time
Setting the Lock Strike Release Time

1) Enter Programming Mode

Mode O O Door

GREEN

Mode -\Cj- O Door

4N
GREEN GREEN
3) Construct the 4-digit code
using the instructions below:

First Digit

For Fail Secure Operation the first

digit should be 0"

For Fail Safe Operation the first
~digit should be "1”

P K AWAMALL COM

Tamper Siren Time, enter any
number from 1 to 9 minutes. i

2) Press "6" to enter Menu 6
The Mode LED will flash green

Third and Fourth Digit
Enter the number of seconds from

(1 to 99 seconds) that you want
the Lock Strike to be released. .

For example 0 5 1 2 means Fail Secure Operation, with a 5
minute Tamper Siren Time, and a 12 second Lock Strike release
time.

4) System returns to Normal Mode Mode O O Door
You will hear three beeps GREEN
The Door LED will turn off.
The Mode LED will turn green
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Enrolling Primary & Secondary Codes

Primary Codes

- Primary Codes can only be enrolled to an empty User Slot, i.e a
slot where there is no existing Primary Code.

- Primary Codes must be unique, i.e. one users Primary Code
may not be the same as another users Primary Code.

- Primary Codes cannot be the same as any system codes, such
as the Normal / Secure Code or Open Code.

- Users who hold a Primary Code can gain entry urN

R AWAMALE. OO
Secondary Cédes

- Secondary Codes can only be enrolled to User Slot that already
has a Primary Code enrolled but no Secondary Code.

- Secondary Codes do not have to be unique, i.e. multiple users
can all hold the same Secondary Code.

- Secondary Codes cannot be the same as any system codes,
such as the Normal / Secure Code or Open Code.

- Users who hold Secondary Codes can gain entry in any Mode
of Operation.

Enrolling Primary and Secondary Codes

There are two methods to enroll Primary and Secondary
codes, the Standard Method and the Code Search Method.

A. The Standard Method is mainly used when the User Slot
number for the user you wish to program is known. You can
program both Primary and Secondary Codes using the
Standard method. (See Enrolling Users with the Standard
Method on Page 30)

B. The Code Search Method is mainly used when enrolling a
users Secondary Code and the User Slot Code is unknown.
The Code Search method only works if a users Primary Code
is already enrolled but the Secondary Code is not. (See
Enrolling Users with the Code Search Method on Page 31)
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Enrolling Secondary Codes using the Code Search
Method

The Code Search feature enables you to quickly enroll a Secondary
Code to a user who already has a Primary Code.

Mode O O Door

GREEN

2) Press "7" to enter Menu 7 Mode O O Door
The Door LED will turn orange ORANGE

3) Enter the 3-digit User Slot number 000 IE' @ @

The Door LED will flash orange Mode (O -(O)- Door
ORANGE

The controller is now waiting for the Prir;;ry,Code o?&he/dsgr
_ yqun\ty\t?idfﬁszcj&da‘y f}ﬁ.@j ALL.COM

4) Present the Proximity Card or enter the 4 Digit PIN Code of the
Primary Caode belonging to the user you want to add a Secondary
Code to.

1) Enter Programming Mode

N2 4
The Mode LED will flash red Mode -@- -(0)- Door
s 4N

RED ORANGE

If the Primary Code entered is not valid, you will hear a long beep
and the controller will continue to wait for a valid Primary Code.

5) Present the Proximity Card or enter the 4-digit PIN Code to be
used as the Secondary Code.

If the Secondary Code is valid the controller will beep three times
and return to Normal Mode.

If the Secondary Code is invalid the controller will make a long
beep and then the controller will continue to wait for a valid
Secondary code to be entered.
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Enrolling Primary and Secondary Codes using the
Standard Method

1) Enter Programming Mode

Mode () Q© Door

GREEN

2) Press "7" to enter Menu 7 Mode O O Door
The Door LED will turn orange ORANGE

3) Enter the 3-digit User Slot number
between 001 to 500 that you wish to E IE‘ IE‘
enroll a Primary or Secondary code to.
For example, the User Slot 003 represents User #3.

4) a. If the selected slot has no Mode -(0)- (O Door
Primary Code, the Mode LED GREEN GREEN
will flash green, indicating that
the controller is ready to accept a Primary Code.

<

If the selected slot already has ~ Mode -.- O Door
a Primary Code but no RED GREEN
Secondary Code, the Mode LED

will flash red, indicating that the contrglley isyeatly t
aF‘cept a Secondary Cogfw AIX}JSAL & .((:O I\/I
VY o >s

c. If the selected slot already has a Primary and Secondary

Code, you will hear a long beep and the controller will return
to Normal Mode.

5) Present a Proximity Card or enter the 4-digit PIN that you want to
assign as the Primary or Secondary Code for this slot number.

If the Proximity Card or PIN that is entered is valid the Mode LED
will stop flashing and then the controller is ready for you to enter
the next 3 Digit slot number (refer to step 3) that you want to
assign a code to, or press the "#" key to move to the next slot
number (refer to step 4). If you do not wish to continue enrolling
codes, press the "#" key for 2 seconds and the controller will
return to Normal Mode.
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Deleting Primary & Secondary Codes

There are two methods to delete Primary and Secondary codes, the
Standard Method and the Code Search Method.

When deleting a User Slot, both the Primary Code and the
Secondary code are erased.

Deleting Primary and Secondary Codes using the Standard
Method

1) Enter Programming Mode

Mode () (O Door

GREEN

Mode . O Door

2) Press "8" to enter Menu 8

The Mode LED will turn red RED ORANGE
3) Enter the 3-digit User Slot
codes you wish to delete. E E E
The Mode LED will flash red Mode -@- (O Door
Indicating the controller is RED ORANGE
waiting for the Programming

Wda to confirm the HQWAI“/I A_\..I_JI_J . CO I\/i

Y Y e ——

If the User Slot is empty you will hear a long beep and the

controller will return to Normal Mode
[2][2][2][2]

If the Programming Code is valid, you will hear three beeps
and the controller will return to Normal Mode.

4) Enter your Programming Code to
confirm the deletian.

If the Programming Code is invalid, you will hear a long beep and
the controller will return to Normal Mode.

Note: - It is recommended that a record be kept of added and
deleted users so that it will be easier to keep track of
which user slots are empty and which user slots are not.
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Deleting Primary and Secondary Codes using the Code Search

Method
Mode O O Door
GREEN

2) Press "8" to enter Menu 8 Mode ‘ O Door
The Mode LED will turn red RED ORANGE

3) Enter the 3-digit User Slot 000 @ @ @

p—
The Door LED will flash orange Mode . = Door

W WW KAWAI/ [AFELEO©M

The controller is now waiting for the Primary Code of the User
you want to delete.

4) Present the Proximity Card or enter
the 4-digit PIN Code of the Primary E‘ E E E
Code belonging to the user you want
to delete.

1) Enter Programming Mode

The Mode LED will flash red Mode . O Door
RED ORANGE

If the Programming Code is valid, you will hear three beeps
and the controller will return to Normal Mode.

If the Programming Code is invalid, you will hear a long beep and
the controller will return to Normal Mode.

Note: - Itis recommended that a record be kept of added and
deleted users so that it will be easier to keep track of
which user slots are empty and which user slots are not.
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Lock Strike and Auxiliary Relay Code Assignment using the
Code Search Method

1) Enter Programmlng Mode of .,c,@ or
, A A ,[j
2) Press 9" to er%[gANienu 9 Mode O O Door

The Mode LED will turn red GREEN ORANGE

3) Enter the 3-digit User Slot 000 @ @ @

The Door LED will flash orange ~ Mode () Q Door
GREEN ORANGE

The controller is now waiting for the Primary Code of the user
you want to Code Assign

4) Present the Proximity Card or enter
the 4-digit PIN Code of the Primary EI E‘ E E
Code belonging to the user you want

to assign a code to.

The Mode LED will flash green ~ Mode O O Door
GREEN ORANGE
5) Enter the assignment digit for the current User Slot:
"1" assigns the Lock Strike Relay only
"2" assigns the Auxiliary Strike Relay only
"3" assigns the Lock Strike and Auxiliary Relay

If the assignment digit is valid, you will hear three beeps and
then the controller will return to Normal Mode.

If the assignment digit is invalid, you will hear a long beep and

the controller will wait for another assignment digit to be entered.
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Lock Strike Relay and Auxiliary Relay
Code Assignment

When a Primary Code is enrolled for any user, that user is assigned
rights to activate the Lock Strike Relay when they present a valid
code to the controller. The Code Assignment Menu allows you to
assign whether the Lock Strike Relay and/or the Auxiliary Relay is
activated when a user enters a valid code

There are two methods to Assign Codes, Standard Method and the
Code Search Method.

Lock Strike Relay and Auxiliary Relay Code Assignment usin
the Standard Method

1) Enter Programmmg Mode @ Q%J[T
Wy K AWAMALL I
2) Press "9' to entér Menu 9 Mode O O Door

The Mode LED will turn green GREEN ORANGE

3) Enter the 3-digit User Slot that E E E

you want to assign a code to.

The Door LED will flash green Mode -O- O Door
—
GREEN ORANGE

4) Enter the assignment digit for the current User Slot:

"1" assigns the Lock Strike Relay only
"2" assigns the Auxiliary Strike Relay only
"3" assigns the Lock Strike and Auxiliary Relay

If the assignment code is valid

the Mode LED will stop flashing.  Mode Q O Door
GREEN ORANGE

The controller is now waiting for another slot number. Press the

"#" key to go to the next slot or enter a new slot number, or if

you do not wish to continue press the "#" key for 2 seconds

and the controller will return to Normal Mode.
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Return To Factory Default Settings

Warning:

You must be very careful before using this command!
Doing so will erase the entire memory which includes
all User and Special Codes, and return_all ¢

Hv‘},tactory defaut set;JAlf lJLJCdFjI/I
Mode O O Door

GREEN

p—y N/
2) Press "0" to enter Menu 0 Mode -@- -@- Door
The Mode LED will flash red RED  RED
The Door LED will flash red

1) Enter Programmmg Mode

3) Enter your 4-digit Programming

Code. o . EEIIEHE‘

If the Programming Code is valid, all memory will be erased,
you will hear three beeps and the controller will return to
Normal Mode

If the Programming Code is invalid you will hear a long beep
and the controller will return to Normal Mode without erasing
the memory of the controller.
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Replacing a lost Programming Code

Note: The controller must be in Normal Mode otherwise this will
not work. Make sure that the Mode LED is green before

proceeding.

1) Remove power from the controller

2) Press the REX button

3) Apply power to the unit with REX button pressed

4) Release the REX button

5) You now have 15 seconds to program a new Programming Code
into the unit using the initial default code 1234, (t}ejc;g the
. controller reverts to the existing code. | T
* g l_/j_;. s Jl‘/l

'WW‘V [P R S

Replacing a lost Normal / Secure Code

Note: The controller must be in Secure Mode otherwise this will
not work. Make sure that the Mode LED is red before

proceeding.

1) Remove power from the controller

2) Press the REX Button

3) Apply power to the unit with REX button pressed.

4) Release the REX Button

5) You now have 15 seconds to program a new Normal / Secure
code into the unit using the initial default code 3838, before the
controller reverts to the existing code.
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F

Fail Safe: The system setting in
which a total power loss leaves the
connected door unlocked.

Fail Secure: The system setting in
which a total power loss leaves the
connected door locked.

Forced Door: Adoor which has been
physically opened without the access
control device having released the
lock.

Forced Door Time: The amount of
time (user programmed) the
confroller waits in the event of a
Forced Door before the Auxiliary
Qutputis activated.

L

Lock Strike: Term used for the
electronic or electromagnetic door
lock used for locking or unlocking the
door.

Lock Strike Release Time: The
amount of time (user programmed)
that the Lock Strike remains
unlocked when a valid code is
entered.

Master User: A user which has a
Primary and Secondary Code which
are the same, and can gain access in
any Mode of Operation.

Mode of Operation: The state of
operation of the controller. There are
three "Modes": Normal Mode,
Bypass Mode, and Secure Mode.

N

Normal Mode: The system setting
(Mode of Operation) in which all valid
users have access upon presentinga
valid Proximity Card or PIN Code
(Primary Code).

Normal / Bypass Code: The four
digit code used to change the
controllers Mode of Operation from

Normal to Bypass Mode or vice
versa.

Normal / Secure Code: The four
digit code used to change the
controllers Mode of Operation from
Normal to Secure Mode or vice
versa.

Normal User: Auser who only has a
Primary Code and can only gain
access in Normal Mode.

Normally Closed: A relay output
from the controller that is activated
(closed circuil} under normal
conditions.

Normally Oper;; Are d%ut_pL‘lt from

TANESER S

conditions.

o

Open Code: The four digit code used
to activate the Lock Strike Relay for
testing purposes during installation.

P

Primary Code: The unique code
issued to enable access in Normal
Mode. Users with only primary codes
are Normal Users.

Programming Code: The four digit
code required when entering
programming mode, deleting users,
and resetting the controller to its
factory default settings.
Programming Mode: The mode
Used when programming the
controller’s system settings.
Proximity Cards: Electronically
numbered ID badges allocated to
system users and read by the
Praximity Card Reader.
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Glossary

A

Access Control: Primarily refers to
a device or set of devices controlling
the entry of people traveling through
adooror setofdoors.

Ajar Delay: The time allowed for a
door to be left open before sounding
an alert and / or activating the
Auxiliary Relay.

Amplitude Shift Keying (ASK): The
type of data communications
between the Proximity Card and the
Proximity Reader.

ASK: An abbreviation of "Amplitude
ShiftKeying".

Aucxiliary Input: The term used for
the programmable input electrical
signal from an external device such
a Door Monitor switch or Auxiliary
REXbutton.

Aucxiliary Code: The four digit code
used to activate the Auxiliary Output
for, testing purposes during

valid users. In this mode the door
may be released by anyone pressing
the bell button.

C

Cards: See Proximity Cards

Case Tamper: The electronic
tamper signal advising the controller
thatthe case has been opened.

Code Assignment: The process of
assigning which Output(s) (Lock
Strike Relay and / or Auxiliary Relay)
are to be activated when a valid code
is entered.

D

Direct Shunt: The arrangement in
which an external input (such as a
door monitor) is connected directly to
the Auxiliary Relay allowing the
Auxiliary Output to be activated after
the direct shunt delay elapses. This
leaves the Auxiliary Input available

far Nori aIJrSTure ?md?tsg;e.
h Yefaylt, Facfory' Setti :,ﬁhe
mSIW' WA:EE?{O §“{:Héct the co#oi is

Auxtlidry 'Y he fi
the Relay Outputin the controller that
may be programmed to activate upon
different system events such as
Tamper, Forced Door Event, Door
Ajar, etc.

Back Tamper: The electronic
tamper signal advising the controller
that the controller has been removed
from the wall.

Bypass Code: The four digit code
used to change the Mode of
Operation of the controller from
Normal to Bypass Mode or vice
versa,

Bypass Mode: A Mode of Operation
where door access is not restricted to

preprogrammed with when the
controlleris manufactured.

Direct Shunt Delay: The delay time
(user programmed) used in Direct
Shunt (See Direct Shunt).

Door Bell: The alert sound activated
When the door bell button on the con-
trolleris pressed. (Requires the
External Sounder)

Door Chime: The alert sound
activated when the lock strike
unlocks the door after a valid code
has been presented. (Requires the
External Sounder)
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Relay: An electronically controlled
switch used for providing an Open
Circuit or Closed Circuit output to
external devices.

REX: An abbreviation of "Request
To Exit".

Request To Exit (REX): Refers to a
button which can release the door
from inside. Commonly located at the
reception desk, or near a door as an
emergency door release.

S

Secondary Code: An additional

T

Tamper Siren: The alert sound
activated when a Back Tamper or
Case Tamper event occurs.
(Requires the External Sounder)

Tamper Siren Time: The time (user
programmed) that the Tamper Siren
will sound when activated.

Terminal Block: The rectangular
connectors on the PCB used to
attach wiring from external devices.

s e AMALL.COM

identical m a S

Codes are Secure Users. Users with
identical Primary and Secondary
Codes are Master Users

Secure Mode: The system setting
(Mode of Operation) in which only
valid Secure and Master Users have
access upon presenting a valid code.
Secure User: A user which has a
Primary Code and Secondary Code
that are non-identical, and can gain
access in any Mode of Operation.
Shunt: The arrangement in which an
external input (such as a door
monitor) is connected directly to the
Auxiliary Input, allowing the auxiliary
output to be activated after the Shunt
Delay elapses. The auxiliary input
will be unavailable for Normal /
Secure Mode toggle.

Shunt Delay: |s the delay time (user
programmed) used in Shunt (See
Shunt).

Strike: See Lock Strike
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